**Privacy Policy**

**Our commitment**

Fantasy Invest Inc. (hereinafter referred to as “we” or the “Company”) is committed to providing the highest level of security and privacy regarding the collection, use, and protection of your personal information by the Company’s Services (as defined in the Terms of Use). We recognize our obligation to keep sensitive information secure and have created this privacy and security statement to share and explain the current information management practices on our Services.

The handling of all personal information by the Company and its affiliates is governed by the United States of America privacy and security acts. We are committed to protecting your privacy whether you are browsing for information or interacting with our Services electronically.

**Collection and use of personal information**

The collection of personal information online is designed to protect access to your accounts by any person except you, to assist the Company in providing you with the products and services you want and need. All personal information collected and stored by the Company is used for specific business purposes to protect your accounts and transactions, to comply with federal laws and applicable regulations of the United States of America, and to help the Company better understand your needs in order to design or improve our products and services.

Employing stringent security measures in the collection of your personal information, all Company’s service requests are submitted to the secure platform. Once received by the Company, only the Company’s approved personnel or specifically designated persons may open and process the application. Furthermore, auditing mechanisms have been put into place to further protect your information by identifying which person has accessed and in any way modified your personal information.

Unless restricted by the applicable law, you agree that any and all personal information or data relating to you collected by us from our Services from time to time may be used and disclosed for such purposes and to such persons as lawfully required by the Company’s business model and if full accordance with the Company’s policies.

Please note the Company never requests its customers to disclose the account number, credit card information, user ID, Personal Identification Number, or any such information through e-mails. Any e-mail communication received by the customer, which appears to have been sent from the Company seeking for customer’s personal and confidential information, should not be answered and the Company should be informed on that.

**Collection and use of online information**

Our web server may automatically collect your IP address (your IP address is your computer's unique address that lets other computers attached to the Internet know where to send data, but does not identify you individually) when you visit our Services. We use your IP address to help diagnose problems with our server and to compile statistics on site usage.

Our Services (e.g., the website) may use cookies. Cookies are generally used to make it more convenient for users to move around our Services. If you choose, they may be used to “remember” your password and make it easier and faster to log-in to our products and services. These types of cookies need to be stored on your computer's hard drive. Cookies used by the Company are encrypted to make the information in cookies unreadable to anyone except the Company.

**Limited employee access to personal and online information**

The Company limits its access to your personal and online information to only those employees who hold a business reason for having access to such information. The Company also educates its employees about the importance of confidentiality and customer privacy. In addition, individual usernames and passwords are used by the approved Company’s personnel and third parties to access your personal and online information, providing audit trails to further safeguard the privacy of your personal and online information.

**Third-party disclosure restrictions**

The Company follows strict privacy procedures with regards to protecting your personal and online information. In addition, the Company requires all third parties with a business need to access this information to adhere to similar and equally stringent privacy policies. Personal information may be supplied to a third party in order to process customer transactions; if the customer requests so; if the disclosure is required or allowed by the applicable law (e.g., for exchange of information with reputable reporting agencies, subpoena, or the investigation of fraudulent activity); or in conjunction with joint marketing agreements we have entered into. The Company does not provide your personal or online information to other companies for the purpose of independent telemarketing or direct mail marketing of any products or services of those companies.

**Services security**

As a condition to your use of our Services, you agree that you will not take any action intended to: (i) access data that is not intended for you; (ii) invade the privacy of, obtain the identity of, or obtain any personal information about any Company’s customer or user of Services; (iii) probe, scan or test the vulnerability of Services or the Company’s network or breach security or authentication measures without proper authorization; (iv) attempt to interfere with service to any user, host or network or otherwise attempt to disrupt our business, including, without limitation, via means of submitting a virus to the website, overloading, "flooding," "spamming," "mail bombing" or "crashing"; or (v) send unsolicited mail, including promotions and/or advertising of products and services. Violations of system or network security may result in civil or criminal liability. The Company reserves the right to investigate occurrences that may involve such violations and may involve, and cooperate with, law enforcement authorities in prosecuting users who are involved in such violations. You agree not to use any device, software or routine to interfere or attempt to interfere with the proper working of our Services or any activity being conducted on Services. You agree, further, not to use or attempt to use any engine, software, tool, agent or other device or mechanism (including without limitation browsers, spiders, robots, avatars or intelligent agents) to navigate or search our Services other than the search engine and search agents available from the Company on our Services and other than generally available third party web browsers.

**Right to examine, change or correct personal information**

Any user providing us with his/her personal information has the right to examine, change or correct it, as well as the right to be forgotten. You can request to modify your personal information by sending an e-mail to data@tonplay.io.

**Important notice**

Our Services may provide links to other sources (e.g., websites) created and maintained by other private sector organizations and/or public authorities. We provide these links solely for your information and convenience. When you link to an outside source, you are leaving the Company’s Services and our information management policies shall no longer apply.​​

**Feedback**

If you have additional questions regarding the privacy and security of your personal and online information, please contact us as follows:

Postal address:

Fantasy Invest Inc.

EIN: 84-5008166

Legal address: 251 Little Falls Drive, Wilmington, New Castle County, Delaware 19808

Postal address: 111 Pier Avenue, Suite 100, Hermosa Beach, CA 90254

E-mail: data@tonplay.io

*Effective July 6, 2023*